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Development of an Authentication System for Improvement of Safe Device Connection

Katsuaki HAYASHI, Hirokatsu NAKAGAWA, Masatoshi MAEKAWA and Haruhiko KIMURA

Unification and universalization of product standards have made it possible to connect devices more easily. However,
there is a greater possibility of false connection or unauthorized connection than before, since devices are connected more
routinely. Authentication is effective in preventing these problems. In this study, we developed an authentication system in the
form of a hardware component, which can be applied to the connection of devices without processors. The program for the system
for PCs was developed first, and then modified for FPGAs and microcontrollers. Finally, we measured processing time and
confirmed the effectiveness of our system by means of an authentication experiment.
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*OPEN AND INITING COM PORT...
*COM PORT BUFFER CLEAR
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